1)Quels sont les 3 exigences fondamentale en sécurité Informatique
2)C’est quoi l’intégrité des données ?
· Demande que l'information sur le système ne puisse être lue que par les personnes autorisées.
· Demande que l'information sur le système ne puisse être lue que par les personnes autorisées.
· Demande que l'information sur le système ne puisse être modifiée que par les personnes autorisées.
3)C’est quoi une politique de sécurité ?
4)Quels sont les 3 type d’hacker ?
5)Quels sont les motivations des hackers ? (2 minimum)
6)Quels sont les 5 étapes de du hacking ?
7)Quels est la différence entre la reconnaissance passive et la reconnaissance active
8)Quels sont les 4 types de vulnérabilités ?
9)Citer moi 3 types d’Attack réseau.
10)C’est quoi l’attack Man in the middle?
11)Quels sont les 3 type de contexte dans le penteste ?  (Indice :Box..)
12)Citer moi 3 mesures de sécurité.
13)C’est quoi un audite de sécurité ?
14)Dans quels fichiers sont stocker les mots de passe dans Windows serveur Linux ?
15) Quels sont les deux types de menace qu’on retrouve en informatique ? 1pts
· Accidentelle 
· Gravitationnelle
· Catastrophes naturelles 
· Le terrorisme
· Intentionnelles
16) Donnez-moi la définition de la reconnaissance passive ?
17) Pourriez-vous me donner deux exemples de techniques de piratage de social engineering ?
18) Qu'est-ce que le Sniffing réseau et comment fonctionne-t-il ?
19) Pouvez-vous énumérer trois défauts de sécurité fréquemment observés dans les systèmes d'information ?
20) Pouvez-vous énumérer trois types d'attaques de mot de passe ?
Bonus : Comment je m’appelle et ou je suis née ?







