pfSense

GUIDE D'INSTALLATION
&
CONFIGURATION

Réalisé par :
Thanina ZERGUINI
Mohand KELALI




Introduction

Ce document a pour but d’installer et d’administrer un Firewall pfSense,
suivant un certain nombre d’étapes.

La realisation de ce document necessite un baguage technique en réseau
(protocoles reseaux, configuration commutateur et routeur...) ainsi qu’en

systeme (OS, Roles et fonctionnalites, Machines virtuelles...).
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Présentation Firewall

C’est quoi ?

« Un pare-feu est un logiciel

et/ou un matériel qui permet
de sécuriser un réseau, en
définissant quels sont les
types de communications
autorisees sur ce réseau
informatique.

Modele OSI & Firewall

Un firewall qui se base sur
les couches 3 et 4 permet de
contrbler les adresses IP et
les ports, alors qu’un firewall
gui se base sur la couche 7
permet de bloquer
I'utilisation d’un logiciel.

iNnsta.

La politique de sécurité

|l existe deux facons de

procéder pour fixer une
politique de sécurité dans
une entreprise, tout autoriser
et blogquer les services
dangereux ou tout bloquer et
autoriser les services

nécessaires a l'entreprise.
e Architecture simple : ArChIteCtureS Flrewa” e Zone dématérialisé :

La DMZ est une architecture qui permet de sécuriser un réseau local, que sera accessible

Le firewall est positionné entre le LAN et le WAN. Basée sur les couches réseau et
transport et ne permet pas de filtrer au niveau applicatif.

sur Internet.
DMZ

Architecture proxy :
La méme architecture que |'architecture simple mais on ajoute un filtre, au niveau de la

couche applicative. Ceci va permettre d'empécher ['utilisation du peer-to-peer.
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Présentation TP

Enonce pfSense Pourquoi pfSense ?
« Dans ce TP nous allons voir * Un routeur / pare-feu, * Open Source.
comment mettre en place et anciennement nomme . Stabl
gérer un firewall : pfSense. OpenBSD packet filter. avle.

* Multifonctions.

Scénarios de déploiement Mode d’administration
* Firewall. e Console.
 Routeur & Switch. e WebGuUI.

e Modem.

* VPN.



Schématiquement

PFSENSE.

LAN/Z
192.168.2.1

DHCP Port: 16840

192.168.2.30-100

LAN

VM: Domain Controller
192.168.2.31/24







Installation Domain Controller

1. 1SO Windows Server 2016 2. Création d’une VM
« Télécharger I''SO Windows Server 2016 via le * Proceder a la creation d’'une VM
”en SUivant . https://www.microsoft.com/fr-fr/evalcenter/evaluate-windows-server-2016/, Doma|nC0ntrO”er_Server SOous VMware-

en sélectionnant les propriétés ci- ; L
prepuicleojoide- ol « Caracteristiques de la VM :

RAM 2Go

NIC(LAN) LAN Segment 1

3. Lancer l'installation
» Cliquer sur le bouton démarrer.

» Suivre les étapes d’installation via
le lien:
9 https://www.windows8facile.fr/inst
aller-windows-server-2016/



https://www.microsoft.com/fr-fr/evalcenter/evaluate-windows-server-2016/
https://www.windows8facile.fr/installer-windows-server-2016/

Configuration Domain Controller insta.

1. Mettre a jour ’OS 2. Ajouter le réle Services AD DS 3. Désactiver la sécurité internet explorer

¢ Nom du domaine : formation.local
e Nom de la machine : DC , .
4. Désactiver le pare-feu
*  @IP statique : 192.168.2.31/ 24
» Passerelle(LAN pfSense): 192.168.2.1/ 24
e @IPDNS:192.168.2.31/24

» L’adresse IP statique du serveur est fixée
apres l'installation du serveur pfSense.
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Installation pfSense

1. 1SO pfSense 2. Création d’une VM
« Télécharger I'|SO pfSense via le lien suivant : + Proceéder a la création d’'une VM
www.pfsense.org/download/, en sélectionnant pfSense_Server sous VMware.

les propriétes ci-dessous :  Caractéristiques de la VM :

RAM 2Go

HDD

Select Image To Download

Supported by

-; hetgate

NICT(WAN)
NIC2(LAN) LAN Segment 1

3. Lancer l'installation
» Cliguer sur le bouton démarrer.

» Suivre les étapes d’installation de
12 pfSense en se basant sur les
captures ci-dessous.


http://www.pfsense.org/download/

Installation pfSense

pfSense Installer

pfSense is Copyright 26884-2819 Rubicon CoMMunications, LLC (Netgate).

pfSense is a federally registered trademark of Electric Sheep Fencing,
LLC. Any unauthorized use of this trademark is prohibited by state and
federal law and intermational law. Refer to our Trademark Usage Guidelines
for how to properly use the marks. All rights reserved.

Absolutely No Commercial Distribution Is Allowed.

Fcept>|
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pfSense Installer

Helcome to pfSenset?

Install pfSense
Launch a shell for rescue operations
Recover config.xml from a previous install

{Cancel>



Installation pfSense

pfSense Installer

pfSense Installer

The system console driver for pfSense defaults to standard "US"
keyboard map. Other keymaps can be chosen below.

> Continue Wwith fr.kbd keymap

) French

(
(
(
(
(
(
C
(
C
(

kfelect > <Cancel>

[Press arrows, TAB or ENTERI]

Kilelect > <Cancel>

—— [ Press arrows, TAB or ENTERI]

fr.kbd: French
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The system console driver for pfSense defaults to standard "US"
keyboard map. Other keymaps can be chosen below.




nstallation pfSense

pfSense Installer
pfSense Installer

How would you like to partition your disk?

Auto (UFS) uided Disk Setup Extracting distribution files...

Manual Disk Setup (experts)
Open a shell and partition by hand
Guided Root-on-ZFS

base.tx=z... N

Overall Progress:

— |

{Cancel>

9817 files read @ 516.8 files/sec.
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Installation pfSense

pfSense Installer

The installation is now finished.
Before exiting the installer, would
you like to open a shell in the new

system to make any final manual
modifications?

Cves > @M
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This machine is about to be shut down.
After the machine has reached its
shutdown state, you may remove the CD
from the CD-ROM drive tray and press
Enter to reboot from the HDD.

< Return to Select Task >




Configuration pfSense insta.

2) Set interface(s) IP address 11) Restart webConfigurator
3) Reset webConfigurator password 12) PHP shell + pfSense tools
4) Reset to factory defaults 13) Update from console

A . . 5) Reboot systewm 14) Enable Secure Shell (sshd)

y by SN T] . .
Autoriser I'acces a I'interface WebGUI depuis le WAN 6) Halt systen 15) Restore recent configuration

7) Ping host 16) Restart PHP-FPM
8) Shell

Enter an option: 8

Entrer le chiffre 8, pour activer le mode shell.

[2.4.5-RELEASE ] [root@pfSense. localdomainl root: pfs
pfictl pfSense-upgrade
pfSense-dhclient-script pfSsh.php

® Taper |a. Commande SUIvante : pfSSh.php playbaCk enablea”owallwan [2.4.5-RELEASE I [root@pfSense. localdomainl root: pfSsh.php playback enableallowal

luan
Adding allow all rule...

H . 1 Turning off block private wnetworks (if on)...
° Taper enSUIte |a~ Commande . eXIt Turning off block bogon networks C(if on)...

Reloading the filter configuration...

« Ouvrir un navigateur web et taper le lien suivant sur la barre de [2.4.5-RELEASE ] rootpf Sense. localdorainl/root :

Message from syslogdé@pfSense at Apr 11 19:26:28 ...

recherche (@lp WAN pfSense). https//192168126/ izg;il‘pgsigiiéegindex.php: Successful login for user 'admin’ from: 192.168.1.12 (

» L’acces vers l'interface WebGUI de pfSense est activé.

» Les identifiants par defaut pour se connecter a la plateforme:

Login : admin

SE CONNECTER

Password : pfsense

» Pour les configurations qui suivent, a consulter les étapes ci-dessous Er—
(captures d’écran).
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https://192.168.1.26/

Configuration pfSense

« [P WAN : 192.168.1.26/24 celle
connectée a la box.

 |P LAN: 192.168.1.1/24 celle connectée
18 au réseau local, switch.

« |P LAN: a modifier par 192.168.2.1/24



onfiguration pfSense insta.-

Wizard / p

Step 2 of §

General Informat

Time server hosiname 2

Hostname

Domain tion. e Timezone

Primary DNS Server

Secondary DNS Server

Override DNS

19



Configuration pfSense insta.-

Configure WAN Interface

PPTP Remote IP Address

PPTP Dial on demand

General configuration

MAC Addres

PPTP Idle timeout

RFC1918 Networks

Block RFC1918 Private
Networks

Static IP Configuration

IP Addre: 168.1.26

Block bogon networks

et Mask
Block bogon networks E fernet routed n

Upstream Gateway 192.168.1

DHCP client configuration

DHCP Hasthame

20



onfiguration

21

LAN IP Address

Subnet Mask

pfSense

COMMUNITY EDITION

WARNING:

Wizard

Admin

Admin Password AGAIN

iNnsta.




Configuration pfSense
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Wizard / pf

Reload configuration

Annuler

Wizard completed.

Congratulations! pfSense is now configured.

Remember, we're here to help.
K he

User survey
ple involved in improving
anonyn

Anonymous User Survey

Useful resources.
« Learn more about Netgate’s product line, services, and pfSense software from our website
« To learn about Netgate appliances and other offers,

« Become part of the pfSense community. Visit our o
+ Subscribe to our newsletter for ongoing product information, software announcements and special offers.

@

iNnsta.




pfSense DHCP Server insta.

NS  system -

Firewall = Services~ VPN~  Stas~  Diagnos Help + 3

General Options

Enable

BOOTP
BOOTP

Deny unknown clients Deny unknown clients

net mask Subnet

Available range Subnet mask

Range

Additional Pools

+ Add pool

Available range

Range

Additional Pools

» Mettre en place un serveur DHCP.
« Plage d’adresse : 192.168.2.30 - 100/ 24

23



pfSense DHCP Server insta.

Servers
WINS servers
Ping check
Dynamic DNS

DNssevers  192.168.2.1

MAC address control

Other Options

Gateway

Network Booting
Additional BOOTP/DHCP

Options

Domain name

Domain search list

DHCP Static Mappings for this Interface

Static ARP MAC addri IP address Hostname

Default lease time

@IP serveur DNS : 192.168.2.1-> pfSense LAN
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Installation & Configurationsouswindows?

« Changer les parametres de la carte réseau au niveau des postes clients

e Consulter, DHCP Leases a
partir de l'interface WebGUI,
onglet Status, pour constater
I'affectation d’'une adresse IP a
la machine cliente.

A faire :

« Ajouter la machine dans le domaine formation.local

 Afin de contourner un probléme d’ajout au domaine, a
fixer @IP du DNS par: 192.168.2.31.

« Une fois ajoutée, remettre @IP DNS en automatique.

26
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pfSense OpenVPN insta.

Integration avec LDAP « OpenVPN est un logiciel libre permettant
de créer un réseau privé virtuel.

» L’objectif c’est de réaliser une connexion
OpenVPN via un compte AD.

| Utilisateurs et ordinal ctive Directory _ Utilisateurs et ordinateurs Active Directory

Action

Description Type Description

Groupe de séc...

Utilisateur

A partir de I'active directory :
% » Créer des utilisateurs.
» Créer un groupe d'utilisateurs nommé : pfSense VPN .

* Intégrer les utilisateurs dans le groupe.



pfSense OpenVPN insta.

Intégration avec LDAP

’ﬂsense System = Interfaces =  Firewall = Services = VPN~ Satus =  Diagnostics »  Help = [c3

COMMUNITY EDITION

Group Properties

Group name
e

Group name Description Member Count

admins

Group membership

A partir de I'interface WebGUI :

» Créer un groupe d'utilisateurs nommeé : pfSense VPN de méme nom que celui sur I'AD.
29



pfSense OpenVPN insta.

Intégration avec LDAP
» Préparer I'authentification au serveur LDAP, Domain

Controller d’adresse IP : 192.168.2.31

* Ouvrir le port 389/TCP au niveau du serveur DC (pare feu).

Sysem UserMenager Authentiaton St

Descriptive name Server1

Type LDAP v

LDAP Server Settings

Hostname or IP address 192.168.2.31
Authentication Servers NOTE: ¥

Users  Groups  Setfings

Server Name Type Host Name Actions

Port value

Local Database DfSense Transport

@ Peer Certificate Authority

Protocol version

Server Timeout

30



pfSense OpenVPN

Intégration avec LDAP

Group member attribute

RFC 2307 Groups [

Group Object Class

UTF8Encode [ L

Username Alterations

 DC=formation,DC=local : Base DN.

* OU=Users,OU=Insta,DC=formation,DC=local : 'emplacement des utilisateurs sur 'AD.
 memberOf=CN=pfSense_VPN,OU=Groups,OU=Insta,DC=formation,DC=local : 'emplacement du groupe pfSense VPN sur I'AD.

» Insta@formation.local : un utilisateur faisant parti du groupe pfSense VPN.

31


mailto:insta@formation.local

pfSense OpenVPN

Tester la connexion LDAP

Diagnostics / Authentication

Diagnostics/ Authentication

Authentication Test

Authentication Server

Authentication Test
Username

Authentication Server Server AD

Password

Username

A faire :

» L’ajout d’un utilisateur dans I’'AD (dans la méme OU) - L’ajout de I'utilisateur dans le groupe pfSense_ VPN.

32



pfSense OpenVPN

Installer le package OpenVPN

fisense  ssem-  inetsces -

COMMUNITY EDITION

Cert, Manage

Search term

Leases

IP address

]

Interface

N1 1

33

Firewall =

Hostname

v VPN ~ Status ~ Diagnostics ~ Help »

Cox=lu=e@

Description sta Online  Lease Type Actions

on

Leases in Use
Pool End # of leases in use

Pool Start

Version

Deseription

nated

INSsSta.



pfSense OpenVPN insta.

Installer le package OpenVPN

Confirmation Required to install package pfSense-pkg-openvpn-client-export.

34



pfSense OpenVPN

Geénérer les certificats

Search term

Certificate Authorities

Name Internal Issuer Certificates Distinguished Name

v selfsigned 2

@Iamk

« Créer un certificat d’autorité
et 'exporter par la suite.

35

Search term

;

InUse Actions

Créer un certificat pour les
clients et un autre pour le
serveur OpenVPN.

Exporter la clé publique et
privée du client.

iNnsta.



pfSense OpenVPN insta.

Créer un tunnel VPN

msense System ~ Interfaces Firewall ~ Services = VPN ~ BEITERS Diagnostics » Help = | dj’ UpEHVPN Remote Access Server SE“UP /

System / User Manager/ Groups

OpenVPN Remote Access Server Setup

This d will quidance through an OpenVPN Remote

Select an Authentication Backend Type

Member Count Actions

petson |

0 Pl

tem Administrators 1
NOTE: If unsure, leave this

All Users

36



pfSense OpenVPN insta.

Wizard / Op

C r éel’ un t unn el VP N Certificate Authority Selection

Choose a Certificate Authority (CA)
Certificate Authority
Wizard /

LDAP Server Selection

LDAP Authentication Server List

LDAP servers .
Wizard /

» Add new LDAP server

Server Certificate Selection
PN R

Choase a Server Certificate

—
» Add new Certificate

Certificate

37




pfSense OpenVPN insta.

Tunnel Settings

IPv4 Tunnel Network

Créer un tunnel VPN

IPv6 Tunnel Network

Redirect IPv4 Gateway : lient-generated ) the tunnel.
Redirect IPv6 Gateway Force all client-gener

erver Setup / Server Setup 1PV6 Local network(s)

Step9of 11

Concurrent connections

Compression

Interface

Protocol

.  SepWofn |

Firewall Rule Configuration

Local Port

Description

Firewall Rule Configuration

Traffic from clients to server

Firewall Rule @

Traffic from clients through VPN

OpenVPNrule @




pfSense OpenVPN

OpenVPN client

OpenVPN / Client Export Utility

OpenVPN Server

Remote Access Server Server UDP4:1194 |

Client Connection Behavior

Verify Server CN

Block Outside DNS

Legacy Client o nfiguration.

A faire :

« Télécharger le setup OpenVPN client selon son OS.

e L’installer sur la machine cliente.

 Enfin se connecter au VPN © .

iNnsta.

OpenVPN Clients

gurations

[ e

irati

I Fmmen

Client

pfSense-UDP4-16840-config > fi

Voir le leg

Client Editer la configuration

o S . . . . . ) Configuration...
39 » Créer un fichier de configuration client.ovpn et I'importer a partir de la Quitter )

console OpenVPN Client.

Quitter




pfSense OpenVPN

Fichier de configuration client.ovpn

dev tun

persist-tun

persist-key

cipher AES-128-CBC
ncp-ciphers AES-128-GCM
auth SHA256

tls-client

client

resolv-retry infinite

remote 91.X.X.X16840 udp4
auth-user-pass

key-direction 1

La suite..... [ \ Cyptographic Settngs

TLS Configuration  # Use

<tls-auth>

A récupérer au niveau de la configuration du serveur OpenVPN -> .

Interface P T letwork
</tls-auth>
<ca>

Contenu du fichier certificat d’autorité .ca

</ca> « @IPdelabox:91.X.X.X

<cert>

e Port ouvert : 16840

Contenu du fichier Client.ca

» Redirection vers @IP WAN pfSense :192.168.1.26

< >
/cert Redirection de port X

<key> IP Destination : 192.168.1.26

Redirection active : v

Contenu du fichier Client.key
IP source : Toutes

</key>

Protocole : UDP
remote-cert-tls server Port de début : 16840
Port de fin : 16840
Port de destination : 16840

Commentaire : OpenVPN_pfSense

I+ Sauvegarder

iNnsta.



: if + LDAP

| portail Cap!



pfSense Portail Captif + LDAP

Un portail captif est une technique
consistant a forcer les clients HTTP
d'un réseau de consultation a afficher
une page web spéciale avant
d'accéder a Internet normalement.

1-Verifier que le DHCP est active 2-Vérifier que le DNS Resolver est activé

General DNS Resolver Options
Enable Qi’u' olver

Listen Port

Enable SSL/TLS Service
Additional Pools

SSL/TLS Certificate

SSL/TLS Listen Port

L'adresse IP du serveur DNS = @IP LAN pfSense B soe

3-Informations DNS
Attention : Vérifier dans General Setup les informations du serveur

Créer une nouvelle ligne dans Host Overrides en

" ONS Servr Setings remplissant les informations LAN du pfSense.

DNS Servers |




pfSense Portail Captif + LDAP

4-Création de certificats

System / Certificate Manager

Search

Search term Both v m

Certificate Authorities

Name

Internal Issuer Certificates Distinguished Name InUse

calpenVpn v

Certificat d’autorité.

Common Name = pfSense.formation.local

43

Actions

Status / Dashboard

System Information

System V achine
: 669749¢338fe4870bbof

iNnsta.

Type certificat : User certificat.

Common Name = pfSense.formation.local



pfSense Portail Captif + LDAP insta.

5-Creéation du portail captif

rtal / Add Zone

Add Captive Portal Zone

Captive Portal Zones

®

Zone Interfaces Number of users Description Actions Zone name portail_insta

Zone description portai

Save & Continue

44



pfSense Portail Captif + LDAP

5-Creéation du portail captif

Captive Portal Configura

45



pfSense Portail Captif + LDAP insta.

5-Creéation du portail captif

period to re
through credi
(Hours

period

Logout popup window

Pre-authentication
redirect URL

After authentication
Redirection URL

Blocked MAC addr
rect URL

er login:

MAC filtering

ugh MAC Auto
Entry

46



pfSense Portail Captif + LDAP insta.

@ Certificat

Général Détails Chemin d'accés de certification

Cette étape nécessite le redémarrage du poste client apres
I'installation du service portail captif.

Informations sur le certificat

Impossible de vérifier ce certificat auprés d'une Autorité
de certification de confiance.

Fa Les informations de révocation du certificat de sécurité correspondant
a ce site ne sont pas disponibles. Voulez-vous continuer ?

Délivré a: pfSense.formation.local
Afficher le certificat

Délivré par : pfSense.formation.local

Valide du 14/04/2020 au 12/04/2030

Installer un certificat... Déclaration de |




pfSense Portail Captif + LDAP insta.

6-Installation du certificat coté client

* Assistant Importation du certificat * Assistant Importatio certificat

lectionner un magasin de certificats

Sélectionnez le magasin de certificats que vous

voulez utiliser.
Magasin de certificats

Bienvenue dans I'Assistant Importation du certificat

Les magasins de certificats sont des zones systéme ol les certificats sont conservés, nnel =

eme ol les certificats sont conservés,
I Autorités de certification racines de conf]
| Confiance de l'enireprise
Autorités de certification intermédiaires
Editeurs approuvés un magasin de certificats, ou \

rartifirate nan 2 tariede k.

Cet Assistant vous aide & copier des certificats, des listes de certificats de confiance et des )
listes de révocation des certificats d'un disque vers un magasin de certificats. Windows peut sélectionner automatiquement un magasin de certificats, ou vous
pouvez spécifier un emplacement pour le certificat.

Un certificat, émis par une autorité de certification, confirme votre identité et contient des
informations permettant de protéger des données ou d'établir des connexions réseau
sécurisées. Le magasin de certificats est |a zone systéme ol les certificats sont conservés.

<
t le magasin de certificats en fonction du type de

5in de certificats en fonction du type de

Placer tous les certificats dans le magasin suival 5in suivant
Emplacement de stockage Magasin de cerd
Utilisateur actuel

Parcourir...
Ordinateur local

Pour continuer, cliquez sur Suivant.

Annuler

Annuler
Suivant Annuler _




pfSense Portail Captif + LDAP insta.

6-Installation du certificat coté client

A

ant Importation du certificat 3 s stant Importation du certificat
| Général

Magasin de certificats Fin de I"Assistant Importation du certificat

- . de certifica
Le certificat sera importé aprés avoir diqué sur Terminer,

Vous avez spécifié les paramétres suivants :
ner automatiguement le magasin de certificats en du type de Magasin de certificats sélectionné par |utiisateur [ letys Fa gt R et Re e
Contenu Certificat
(®) Placer tous les certificats dans le magasin suivant
Magasin de certificats : Délivre pfSense.formation.local

rtification r Parcourir...

Délivré par : pfSense.formation.local

Valide du 14/04/2020 au 12/04/2030

Installer un certificat... ration de |'émetteur

uivant Annuler Annuler




pfSense Portail Captif + LDAP

6-Installation du certificat coté client

@h Certificat
Général Détails <Chemin d'accés de certification

Chemin d'accés de certification

3 pfSense.formation.local

pfSense.formation.local

#9  Les informations de révocation du certificat de sécurité correspondant
4 ce site ne sont pas disponibles. Voulez-vous continuer 2

Afficher le certificat

Afficher le certificat

Etat du certificat :

Ce certificat racine de l'autorité de certification n'est pas de confiance car il

ne fait pas partie du magasin d'autorités de certification de racine de
confiance.

iNnsta.

Certificat

Général Détails Chemin d'acces de certification

Informations sur le certificat

Vous ne pouvez pas faire confiance a ce certificat racine de
I'autorité de certification. Pour activer la confiance,
installez ce certificat dans le magasin d’autorités de
certification de la racine de confiance.

Délivré a: pfSense.formation.local
Délivré par : pfSense.formation.local

Valide du 14/04/2020 au 12/04/2030

Installer un certificat... Déclaration de I'émetteur



pfSense Portail Captif + LDAP insta.

6-Installation du certificat coté client

* Assistant Importation du certificat * Assistant Importatio certificat

lectionner un magasin de certificats

Sélectionnez le magasin de certificats que vous

voulez utiliser.
Magasin de certificats

Bienvenue dans I'Assistant Importation du certificat

Les magasins de certificats sont des zones systéme ol les certificats sont conservés, nnel =

eme ol les certificats sont conservés,
I Autorités de certification racines de conf]
| Confiance de l'enireprise
Autorités de certification intermédiaires
Editeurs approuvés un magasin de certificats, ou \

rartifirate nan 2 tariede k.

Cet Assistant vous aide & copier des certificats, des listes de certificats de confiance et des )
listes de révocation des certificats d'un disque vers un magasin de certificats. Windows peut sélectionner automatiquement un magasin de certificats, ou vous
pouvez spécifier un emplacement pour le certificat.

Un certificat, émis par une autorité de certification, confirme votre identité et contient des
informations permettant de protéger des données ou d'établir des connexions réseau
sécurisées. Le magasin de certificats est |a zone systéme ol les certificats sont conservés.

<
t le magasin de certificats en fonction du type de

5in de certificats en fonction du type de

Placer tous les certificats dans le magasin suival 5in suivant
Emplacement de stockage Magasin de cerd
Utilisateur actuel

Parcourir...
Ordinateur local

Pour continuer, cliquez sur Suivant.

Annuler

Annuler
Suivant Annuler _




pfSense Portail Captif + LDAP insta.
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pfSense Portail Captif + LDAP

7-Tester via un navigateur Web
Le login et le mot de passe ceux du compte AD.
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Suivre les étapes du tutoriel suivant :


https://www.youtube.com/watch?v=_e1eWvA3FFg

