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BUT DU TP

Le but du tp est de monter un open vpn client-to-site pour permettre à ce qu’un utilisateur puisse se connecter aux ressources de l’entreprise depuis son poste client en vpn.
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ARCHITECTURE VPN CLIENT-TO-SITE
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Déclaration annuaire active directory + authentification ldap

Cette étape va permettre à ce qu’un utilisateur puisse se connecter au vpn grâce à une authentification de l’active directory.
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1- Nom du domaine du serveur d’authentification.
2- Le protocole utilisé est LDAP.
3- L’ip du serveur
4- Port par défaut LDAP : 389.
5- TCP pour éviter les pertes de paquets.
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1- Entire subtree : qui va permettre de faire la recherche dans tout l’ou de l’annuaire directory.
2- Représente le chemin du ldap et permet de trouver l’Object dans l’ad.
3- Chemin groupe de l’ou pfsenseuser dont les collaborateurs auront l’identification au vpn.
4- Cette option à été décoché.
5- Chemin ou user droit d’accès en admin dans l’ad.
6- Mdp de adm_flab

Par la suite de cette configuration, nous devons tester que l’authentification ad fonctionne.
[image: ]Avant tout de chose,  un utilisateur et un groupe doit être créer dans un active directory afin que l’authentification soit fonctionnelle.
Création certificat CA & certificat serveur

Nous allons créer notre certificat d’autorité ainsi que le certificat serveur pour OpenVPN.
Pour la première étape de créations CA, nous allons générer un certificat interne qui va permettre de certifier des sites internes sans qu’elle soit publié sur internet.
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Pour la seconde étape de créations Certificat serveur, nous allons générer un certificat serveur qui va permettre d’authentifier le client au serveur.
Pour rappel, le premier certificat est par défaut de Pfsense qui est un certificat auto-signé et le deuxième est celui du serveur vpn.
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Configuration OpenVPN

Pour cette dernière étape, nous allons configurer la partie serveur (VPN : OpenVPN).
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1- Remote access (SSL/TLS + user auth) qui requiert le certificat + identifiant ad
2- Notre domaine ad
3- UDP on ipv4 pour gagner en performance mais consommera moins de bande passante.
4- Wan (PFSENSE).
5- Port 1194 qui est par defaut.
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1- Activation tls key : qui va permettre d’effectuer une authentification TLS.
2- Génère une clé TLS.
3- Permet d’utiliser la clé seulement pour authentifier la personne.
4- Choisi la CA créer précédemment.
5- Choisi le certificat server créer précédemment.
6- Chiffrement RSA : 2048
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1- Aes-128 améliore les performances de la clé qui va ralentir le chiffrement des données.
2- SHA256 est plus sécurisé.
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1- Quand un client va se connecter au vpn, il aura l’adresse 10.10.11.0/24
2- Tous les flux réseaux du pc distances passe dans le vpn.
3- 10 connexions max au vpn
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1- Le vpn reste toujours maintenu bien que l’ip change.
2- User se verront dans le réseau vpn.
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1- Le vpn reste toujours maintenu bien que l’ip change.
2- Déclaration dns du dc.
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1- Auth-nocahe : authentification qui ne reste pas en cache.

Création règle firewall 
[image: ]

1 - La règle du wan permet d’autoriser les utilisateurs à se connecter au vpn
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2 – Cette règle permet de rendre accessible les ressources entreprise tel qu’un lecteur réseau, rdp etc…

Configuration coté client

La configuration serveur openvpn est finalisé, il nous reste qu’a exporté les fichiers conf .
Pour cela nous avons dû installer un module openvpn-client-export dans pfsense qui nous permettrons de récupérer le bundled configuration (.ovpn,p12,key).
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Test accès vpn sur un poste client

Cette dernière étape nous montre le bon fonctionnement du vpn avec l’authentification ldap.
Nous constatons dans le screen avec un ipconfig, que le vpn passe bien par le tunnel : 10.10.1.2 et que l’utilisateur sur un poste client puissent accéder au lecteur réseau du dc : 192.168.50.125
[image: ]









5

image1.png
VPN




image2.png
Laptop
client VPN

Routeur

)
= e
7w

E immwm e

pfSense
Firewall & VPN

R B &

Active Bureaua Serveur de
Directory distance fichiers




image3.png
Uses  Gops  Setings  Auhenicaton Servers

p—

I —F |

||





image4.png
Searchscope  Level

Entire Subtree

Base DN

DC=flab,DC=local E
=

Note: Semi-Colon separated. This will be prepended to the
search base dn above or the full container path can be
specified containing a de= component.

Example: CN=Users;DC=example,DC=com or
0U=Staff;0U=Freelancers

[OU-=pfsenseuser,DC=flab,D!

Extended query (] Enable extended query

ind anonymous  [] Use ananymous binds to resolve distinguished names | [4]
| 5 | e e e e [ CCN (- I

Bind credentials





image5.png
Diagnostics / Authentication

User amonzialo authenticated successfully. This user is a member of groups:

+ pfgroup

Authentication Test

Authentication Server

Username

Password

(=

M)

Select the authentication server to test against.

amonzialo

it
()

3 ActiveDirectory Users and Computers

File Action View Help

|

EIEREE RS R 8-k

T3 Active Directory Users and Com|
> [ Saved Queries
v i flablocal
> E B
> [ Computers
> (51 Domain Controllers.
> [ ForeignSecurityPrincipal
> [ Managed Senvice Accou
v (5] pfsenseuser.

> [ Users

Name

B scm fsb
& axel monzialo
& jeremy dupont
& mohamed jendii
8 prgroup

e

User
User
User
User
Security Group - Global

Description





image6.png
CAs Certificates  Certificate Revocation

T

Enter a search string or *nix regular expression to search certficate names and distinguished names.

Certificate Authorities

Search term Both

Name  Intenal  lssuer Certificates inguished Name InUse
CAFCA ¥ self- 2 ST=Paris, O=flab, L-FRANCE, CN=flab, C=FR @ OpenVPN Server
signed
Serial: 0
Signature Digest: RSA-SHA256

KU: Certificate Sign, CRL Sign

keyid:2F:3B:77:48:89:80:77:84:47.7E:69:30:CB:DF:9E:2F:AQ:
DirName:/CN=flab/C=FR/ST=Paris/L=FRANCE/O=flab
:00

Total Lifetime: 3650 days
Lifetime Remaining: 3648 days until expiration
Trust Store: Excluded

Valid From: Tue, 23 Mar 2021 14:47:49 +0000
Valid Unti: Fri, 21 Mar 2031 14:47:49 40000





image7.png
CAs

Search term

Name.

webConfigurator default
(6059f7e40d285)
Server Certificate
CA:No

Server: Yes

FCERTIFICATE
Server Certificate
CA:No

Server: Yes

Certificate Revocation

1

| [Both

Enter a search string or *nix regular expression to search certificate names and distinguished names.

Issuer

self-
signed

CAFCA

inguished Name InUse Actions

0=pfSense webConfigurator Self-Signed Certificate, CN=pfSense- SHPCET
6059f7e20d285 @

Valid From: Tue, 23 Mar 2021 14:15:00 +0000
Valid Until: Mon, 25 Apr 2022 14:15:00 40000

ST=Paris, O=flab, L=FRANCE, CN=fca flablocal, C=FR @ OpenVPN SHPCE

Server
Valid From: Tue, 23 Mar 2021 14:53:02 +0000

Valid Unti: Fri, 21 Mar 2031 14:53:02 40000





image8.png
Servers  Clients  Client Specific Overrides  Wizards ~ Client Export  Shared Key Export

General Information

Disabled [ Disable this server

Set this option to disable this server without removing it from the st

Server mode] 7] [[Remote Acoess (SSLITLS + User Auth) I

L —
authontication | LooalDetabase

Protocol [3] [P on 1pv4 ont

Devicemode | un- Layer 3 Tunnel Mode

"tun’ mode carries IPv4 and IPv6 (OS! layer 3) and is the most common and compatible mode
across all platforms.
"tap” mode is capable of carrying 802.3 (0SI Layer 2.)

Interface [4][WAN

The interface or Virtual IP address where OpenVPN will receive client connections.

Local port

The port used by OpenVPN to receive client connections.

Description

A description may be entered here for administrative reference (not parsed).




image9.png
Cryptographic Settings

LS Configuration [ &1 UseaTiskey | | 1

LS Key Usage
Mode

Peer Certificate

Authority

Peer Certificate
Revocation list

0CSP Check

‘Server certificate

DH Parameter

urve
Task

"ATLS key enhances secury of an OpenVPN connection by requiring both parties to have a comimon key before a peer can
perform a TLS handshake. This layer of HMAC authentication allows control channel packets without the proper key to be
dropped, protecting the peers from attack or unauthorized connections. The TLS Key does not have any effect on tunnel
data

T
# 2048 bit OpenVEN stavic key

¥

BEGIN OpenVeN Static key Vi

Paste the TLS key here.
‘This key is used to sign control channel packets with an HMAC signature for authentication when establishing the tunnel

TLS Authentication 3

In Authentication mode the TLS key is used only as HMAC authentication for the control channel, protecting the peers from
unauthorized connections.

Encryption and Authentication mode also encrypts control channel communication, providing more privacy and traffic
control channel obfuscation.

Use default direction

“The TLS Key Direction must be set to complementary values on the client and server. For example, i the serveris setto 0,
the client must be setto 1. Both may be set to omit the direction, in which case the TLS Key will be used bidirectionally.

CAFCA 4

No Certficate Revocation Lists defined. One may be created here: System > Cert. Manager

[ Check dlient certificates with OCSP.

FCERTIFICATE (Server: Yes, CA: CAFCA In Use) 5
2048 n 6

Diffie-Hellman (DH) parameter set used for key exchange. @

Activate Window:

Go to Settings to activat
Windows.

Use Default





image10.png
ECDH Curve

Data Encryption
Negotiation

Data Encryption
Algorithms

Fallback Data
Encryption
Algorithm

Auth digest
algorithm

Use Default

‘The Elliptic Curve to use for key exchange.
‘The curve from the server certificate is used by defaut when the server uses an ECDSA certificate. Otherwise, secp3g4r is
used as a fallback

2 Enable Data Encryption Negoltiation

“This option llows OpenVPN clients and servers to negotiate a compatible set of acceptable cryptographic data encryption
algorithms from those selected in the Data Encryption Algorithms list below. Disabling this feature is deprecated.

'AES-256-CBC (256 bit key, 128 bit block) AES128.CBC
AES-256-CFB (256 bit key, 128 bit block) [ |

AES-256-CFB (256 bit key, 128 bit block)

'AES-256-CFBB (256 bit key, 128 bit block)

'AES-256-GCM (256 bit key, 128 bt block)

'AES-256-OFB (256 bit key, 128 bit block)

ARIA-128.CBC (128 bt key, 128 bit block)

ARIA-128.CFB (128 bit key, 128 bt block)

ARIA-128-CFB1 (128 bt key, 128 bit block) v
ARIA-128-CFB8 (128 bt key, 128 bit block)
Available Data Encryption Algorithms ‘Allowed Data Encryption Algorithms. Click an aigorithm
Click to add or remove an algorithm from the list name to remove it from the list

The order of the selected Data Encryption Algorithms is respected by OpenvPN. @

[AES 125-CBC (128 bit key, 128 bit block)

“The Fallback Data Encryption Algorithm used for data channel packets when communicating with clients that do not
support data encryption algorithm negotiation. This algorithm is automatically included in the Data Encryption Algorithms
list

The algorithm used to authenticate data channel packets, and control channel packets if a Thske} gtV iNd O
When an AEAD Encryption Algorithm mode is used, such as AES-GM, this digest is used for the contral channel only, not
the data channel o 9> Hoac
“The server and all lients must have the same setting. While SHAT s the defauit for OpenVPAY g Gigéfithm s insecure.





image11.png
Tunnel Settings

1PV Tunnel
Network

1PV Tunnel
Network

Redirect IPv4.
Gateway

Redirect IPv6.
Gateway

IPV6 Local network.
®

Concurrent
connections

0.10.11.0/24

This s he IPv4 virtual network used for private communications between ths server and client hosts expressed using CIDR
notation (e.g. 10.0.8.0/24). e first usable adcress inthe network willbe assigned tothe server virual nteface. The
remining usable adcresses will be assigned to connecting cliens.

“This s the IPv6 virtual network used for private communications between this server and client hosts expressed using CIDR
notation (e.g. fe80:/64). The =1 address in the network will be assigned to the server virtual interface. The remaining
addresses willbe assigned to connecting clents.

[ET Foroe o chent-generated IPvd rafic through the tonnel

0 Force oll lient-generated IPv6 traffic through the tunnel

1Pv6 networks that will be accessible from the remote endpoint. Expressed as a comma-separated list of one or more
IP/PREFIX. This may be left blank if not adding a route to the local network through this tunnel on the remote machine. This
is generally set to the LAN network.

‘Specify the maximum number of clients allowed to concurrently connect to this server.




image12.png
Dynamic 1P Allow connected clients to retain their connections if their IP address changes. 1

Topology  [[Subnet - One IP address per client in a common subn [V | 2

Specifies the method used to supply a virtual adapter IP address to clients when using TUN mode on IPv4
Some clients may require this be set to "subnet” even for IPve, such as OpenVPN Connect (10/Android). Older versions of
OpenVPN (before 2.0.9) or clients such as Yealink phones may require net3o”.




image13.png
Advanced Client Settings

DNS Default Domain 4] Provide a default domain name to clients

NS Default Domain  [Fablocal

DNS Server enable 7] Provide s DNS server st to clients. Addresses may be IPvdor IPv6.

DNSServer 1 [T07.16650.125





image14.png
Advanced Configuration

Custom options  [ETr-Toeachs

Enter any additional options to add to the OpenVPN server configuration here, separated by semicolon
EXAMPLE: push route 10.0.0.0 255.255.255.0"

Usemame as [ Use the suthenticsted client usememe instead of the certificate common name (CN).

Common Name  \hen a user authenticates, i this option is enabled then the usemame of the client will be used in place of the certficate

common name for purposes such as determining Client Specific Overrides.

UDP Fastlf0 ] Use fast /0 operations with UDP writes to tun/tap. Experimental.

Optimizes the packet write event loop, improving CPU efficiency by 5% to 10%. Not compatible with al patforms, and not
compatible with OpenVPN bandwidth limiting.

ExitNotify | Disabled

Send an explicit exit notification to connected clients/peers when restarting or shutting down, 50 they may immediately
disconnect rather than waiting for a timeout. In SSL/TLS Server modes, clients may be directed to reconnect or use the next
server. In Peer-to-Peer Shared Key o with a /30 Tunnel Networlk, this value controls how many times this instance will
attempt to send the exit notification.

Send/Receive

Buffer  Configure a Send and Receive Buffer size for OpenVPN. The default buffer size can be too smallin many cases, depending
o hardare and network uplink speeds. Finding the best buffer sze can take some experimentation. To test the best value
forasite,start at 512K8 and test higher and lower velues.
Gatewaycreation  ® Both OlPva only OPvs only

f you assign a virtualinterface to this OpenVPN server, this setting controls which gateway types will be created. The
default setting is both

Verbositylevel | default

Each level shows allinfo from the previous levels. Level 3 is recommended for a good summary of what's happening
without being swamped by output

None: Only fatal errors
Default through 4: Normal usage range

5: Output R and W characters to the console for each packet read and wite. Uppercase is useliTor TCP/UDP paciéts'shd
lowercase is used for TUN/TAP packets.

611: Debug info range:




image15.png
Firewall / Rules / WAN wE e

Floating ~ WAN  LAN  OpenVPN

Rules (Drag to Change Order)

= States Protocol  Source Port Gateway Queue Schedule Des

Actions.

x  ope - Reserved .o . P Block bogonnetworks €2
Not assigned by IANA

O Vi 0/0B IPvaUDP * * WANaddress 1194 (OpenVPN) * none. Autoriser le vpn SSL. /000

(S o+ =]





image16.png
Firewall / Rules / OpenVPN

Floatng ~ WAN  LAN  OpenVPN 2
Rules (Drag to Change Order)

u} States Protocal Port Gateway Queve Schedule Description

O V3= 0/0B IP4TCP * * 192168.50.125 3389 (MSROP) * none Autorisation DRP vers un pe DC

) B [ 6




image17.png
@) pfsense-UDP4-1194-amonzialo.ovpn
B pisense-UDP4-T194-amoncialo12
I pisensc-UDP-1194-amonzilo-tskey

24/03/2021 1002
24/03/2021 1002
24/03/2021 1002

OpenVPN Config
Echange dinfor.
Fichier KEY





image18.png
0ipo-

Home  Share  View

« v 4 [ > ThisPC > FRSHARE (\192.168.50.125) (E) > test v o

Quick access

Desktop

| FROOM

Downloads
5 Documents
&) Pictures

Music
B videos

OneDrive

This PC
B8 Command Prompt o x |@

0] 201 [Z4] PRCS T ¥

25 06:09:51 2021 OpenVPN 25.086_64nbamingw32
r 25 06:09:51 2021 Windows version 10.0 (Windows 10 or greater) 6
r 25 06:09:51 2021 2020120 2.10
 INET]152163.80.125:11¢

r 25 06:10:19 2021 F T]192.168.80.125:1194
25 06:10:19 2021 o
5 061019 2021 ta

71d5:7bbe

10.10.11.2/255.255.25
B3EBFA 8671 /B63F3

25061015 2071 Noted T

25 06:10:19 2021
25 06:10:2¢ 2021

< >
P:10.10.11.2
Bytes in: 171143 (167.1 KB) out: 128206 (1252 ) OpenVPN GUI 112000/250
Disconnect Reconnect Hide

\Users\jdupo "




